**ПОЛИТИКА КОНФИДЕНЦИАЛЬНОСТИ И ОБРАБОТКИ ПЕРСОНАЛЬНЫХ ДАННЫХ**

**Общие положения**

Политика обработки персональных данных (далее – «Политика») разработана в соответствии с Федеральным законом от 27.07.2006 года №152-ФЗ «О персональных данных» (далее – «ФЗ-152»).

Настоящая Политика определяет порядок обработки персональных данных киберспортивным клубом NAVI в лице Natus Vincere Esport Cy Ltd (далее – «Оператор» или «NAVI») с целью защиты прав и свобод человека и гражданина при обработке его персональных данных, в том числе защиты прав на неприкосновенность частной жизни, личную и семейную тайну, при пользовании сайтом navi.gg и форум (далее – «Сайт»).

Термины в Политике используются в следующем значении:

* автоматизированная обработка персональных данных – обработка персональных данных с помощью средств вычислительной техники;
* информационная система персональных данных - совокупность содержащихся в базах данных персональных данных субъектов персональных данных, и обеспечивающих их обработку информационных технологий и технических средств;
* обезличивание персональных данных - действия, в результате которых невозможно определить без использования дополнительной информации принадлежность персональных данных конкретному субъекту персональных данных;
* обработка персональных данных - любое действие (операция) или совокупность действий (операций), совершаемых с использованием средств автоматизации или без использования таких средств с персональными данными, включая сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных;
* персональные данные – любая информация, относящаяся к субъекту персональных данных;
* предоставление персональных данных – действия, направленные на раскрытие персональных данных определенному лицу или определенному кругу лиц;
* уничтожение персональных данных - действия, в результате которых невозможно восстановить содержание персональных данных в информационной системе персональных данных и (или) действия, в результате которых уничтожаются материальные носители персональных данных.

**Принципы обработки персональных данных**

Обработка персональных данных осуществляется Оператором на основе следующих принципов:

* законности;
* ограничения обработки персональных данных достижением конкретных, заранее определенных и законных целей;
* недопущения обработки персональных данных, несовместимой с целями сбора персональных данных;
* недопущения объединения баз данных, содержащих персональные данные, обработка которых осуществляется в целях, несовместимых между собой;
* обработки только тех персональных данных, которые отвечают целям их обработки;
* соответствия содержания и объема обрабатываемых персональных данных заявленным целям обработки;
* недопущения обработки персональных данных, избыточных по отношению к заявленным целям их обработки;
* обеспечения точности, достаточности и актуальности персональных данных по отношению к целям обработки персональных данных;
* уничтожения или обезличивания персональных данных по достижении целей их обработки или в случае утраты необходимости в достижении этих целей.

**Цель сбора и обработки персональных данных**

Оператор осуществляет сбор и обработку персональных данных для:

* предоставления продуктов, услуг, программ, предложений или информации, которые субъект персональных данных спрашивает у NAVI;
* администрирование опросов, программ лояльности, розыгрышей, конкурсов и других мероприятий;
* исходя из выбора субъекта персональных данных, передачи маркетинговых сообщений, персонализированные предложений и рекламы;
* проводить анализ и моделирование тенденций на основе данных об использовании Сайта;
* создавать деперсонализированы, неидентифицированных, анонимизовани наборы данных, которые используются для разработки продуктов и услуг;
* обеспечивать реализацию ежедневной деятельности NAVI, в частности осуществлять управление учетными записями, контроль качества, администрирования сайта, обеспечивать непрерывность экономической деятельности и корпоративное управление, вести отчетность, устанавливать соответствие и соблюдать законодательству.

**Персональные данные, подлежащие обработке**

NAVI осуществляет обработку данных, попадающих под категорию персональных данных физического лица, то есть сведения или совокупность сведений о физическом лице, которое идентифицировано или может быть конкретно идентифицировано.

NAVI осуществляет обработку таких персональных данных:

* Идентификационные данные субъекта персональных данных: имя, фамилия, фамилия, игровой псевдоним (никнейм) / псевдоним (никнейм) на Сайты, зашифрованные пароли, которые используются для авторизации на Сайте.
* Контактная информация: адрес электронной почты, номер телефона или ссылку на профиль в социальных сетях.
* Информация о взаимодействии с социальными сетями и мессенджерами (Google, Discord, Facebook, Twitter), учетные записи могут использоваться для авторизации Сайте, включая информацию, которую собирают, обрабатывают и обрабатывают эти социальных сети и мессенджеры.

NAVI не обрабатывают любую информацию, к обработке которой, законодательством установлены определенные требования, как то информацию о расовом или этническом происхождении, политических, религиозных или мировоззренческих убеждениях, членстве в политических партиях и профессиональных союзах, осуждения к уголовному наказанию в совершении преступления или осуждения к уголовному наказанию, а также данных, касающихся здоровья, половой жизни, биометрических или генетических данных.

**Конфиденциальность персональных данных**

Оператор и иные лица, получившие доступ к персональным данным, обязаны не раскрывать третьим лицам и не распространять персональные данные без согласия субъекта персональных данных, если иное не предусмотрено действующим законодательством Российской Федерации.

**Базы персональных данных**

Оператором могут создаваться базы персональных данных субъектов персональных данных. В базы персональных данных Оператора могут включаться с согласия субъекта персональных данных его фамилия, имя, отчество, дата и место рождения, номера контактных телефонов, адрес электронной почты и иные персональные данные.

Сведения о субъекте персональных данных должны быть в любое время исключены из базы персональных данных Оператора по требованию субъекта персональных данных, решению суда, требованию иных уполномоченных государственных органов Российской Федерации.

**Согласие субъекта персональных данных на обработку его персональных данных**

Субъект персональных данных принимает решение о предоставлении его персональных данных и дает согласие на их обработку свободно, своей волей и в своем интересе. Согласие на обработку персональных данных предоставляется путем проставления отметки на сайте Оператора.

**Права субъекта персональных данных**

Субъект персональных данных имеет право на получение у Оператора информации, касающейся обработки его персональных данных, если такое право не ограничено в соответствии с действующим законодательством Российской Федерации. Субъект персональных данных вправе требовать от Оператора уточнения его персональных данных, их блокирования или уничтожения в случае, если персональные данные являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки, а также принимать предусмотренные законом меры по защите своих прав.

Оператор обязан немедленно прекратить по требованию субъекта персональных данных обработку его персональных данных

Субъект персональных данных имеет право на защиту своих прав и законных интересов, в случае нарушения Оператором законодательства Российской Федерации.

**Меры, принимаемые Оператором, для защиты персональных данных**

Для предотвращения несанкционированного доступа к персональным данным Оператором применяются следующие организационно-технические меры:

* назначение должностных лиц, ответственных за организацию обработки и защиты персональных данных;
* ограничение состава лиц, имеющих доступ к персональным данным;
* организация учета, хранения и обращения носителей информации;
* определение угроз безопасности персональных данных при их обработке, формирование на их основе моделей угроз;
* разработка на основе модели угроз системы защиты персональных данных;
* проверка готовности и эффективности использования средств защиты информации;
* разграничение доступа пользователей к информационным ресурсам и программно- аппаратным средствам обработки информации;
* использование антивирусных средств и средств восстановления системы защиты персональных данных.

**Использование API**

Для того, чтобы эффективно взаимодействовать со Сторонними ресурсами, на которых размещен наш контент, мы используем интерфейс программирования приложений (API). В частности, на сайте использованы услуги YouTube API.

Этим вы подтверждаете, что ознакомлены с использованием нами API и отказываетесь от каких-либо претензий в связи с этим.

**Заключительные положения**

Иные права и обязанности Оператора определяются законодательством Российской Федерации в области персональных данных.

Должностные лица Оператора, виновные в нарушении норм, регулирующих обработку и защиту персональных данных, несут дисциплинарную, административную, гражданско-правовую или уголовную ответственность в порядке, установленном действующим законодательством Российской Федерации.